DRAFT


NT 4.0 Application Server (ASV) Installation Notes:

What ASV does:

Application server (ASV) allows a UNIFACE application running on a client machine to activate a service on a server.  The service can be either synchronous, in which case the initiating application waits for the service to complete; or asynchronous, in which case the initiating application continues without waiting for a response from the service. Synchronous services can receive data from and pass data back to the calling routine via parameters. Asynchronous services can receive parameters, but cannot return parametric values to the calling application.

A program called the UNIFACE TCP SuperServer runs on the NT server and “listens” for a request to start a synchronous service. When it receives a request, it starts an instance of  the Application Server which in turn starts the requested service. The ASV instance for synchronous requests terminates when the calling session completes.

A program called UMD (Uniface Message Daemon) runs on the server and listens for requests to run asynchronus services. When it receives one, it starts an instance of the ASV for async requests.

The SuperServer and the UMD should be running from the time the server is booted until it is shut down. 

Server side Installation Notes:
1) In addition to installing the UNIFACE development and run time components, the UNIFACE installation procedure will set up TCP SuperServer as a service that automatically starts whenever the machine is booted. If you want to use it after installation but before re-starting your machine, use the “Services” icon on the Control Panel to start it.

2) On the server, add two lines to: c:\winnt\system32\drivers\etc\services

polyserver 
12000/tcp        #Uniface Polyserver

umd

13013/tcp        #Uniface Message Daemon

Note:

    12000 and 13013 are the ports the SuperServer and the UMD listen to by default. Everyting to the right of the # is comment. Be sure the last thing in the file is a <Cr-LF>.

3) Modify the PSYS.INI file in the UNIFACE installation directory’s BIN folder so that it agrees with the client side ASN file. Do this by adding a section for the user specified in the client side ASN file. Here is an example of a user section from a PSYS.INI file (an ASN example is shown below):

------------ Start of Server Side PSYS.INI Fragment --------------------------

[ASVUser]

UserDir=d:\usys7206\user

ASV=d:\usys7206\bin\asv.exe /asn=d:\wasv\asv.asn tcp:

XYY=d:\usys7206\bin\asv.exe /asn=d:\wasv\asv.asn UST=XYY

------------ End of Server Side PSYS.INI Fragment ----------------------------

------------ Start of Client Side ASN Fragments --------------------------

[PATHS]

$ASV=TCP:FH12696NT4+12000:|ASVUser| gopher|ASV

$XYY=TCP:FH12696NT4+13013:|ASVUser| gopher|XYY

$SOL=SOL:ShMem Solid:|uniface|developer

$DEF=$SOL


.


.


.

      [SERVICES_EXEC]

      ASYNC*   $XYY:ASYNC* ; ASYNC goes to UST “XYY”-Async

       *              $ASV:*
     ; Everything else goes to UST “ASV”-Synchronous

------------ End of Client Side ASN Fragments ----------------------------

In this case, the user id is: “ASVUser” and it matches the user id specified in the paths section of the client side ASN. Also, the “ASV” and “XYY” in the PSYS.INI fragment above correspond to the values at the right hand end of  the two lines in the ASN PATHS section. They are UNIFACE Server Types (USTs) and are used to match client side service requests with  server side ASV command lines in the PSYS.INI file.


I have heard of people having trouble when they tried to use ?s for the user id or password in the PATHS section for remote access.


Further down in the client side ASN file is a  [SERVICES_EXEC] section. The left hand side of the lines in this section is used to identify services to be executed. You can use a combination of characters and wild cards to identify the services. The right hand side tells how to execute the service and what, if any, transformation should be performed on the service’s name when selecting the server side component for execution. 

In this example, services that that begin with “ASYNC” will be executed on the path defined by “$XYY”. Services that begin with anything else will be executed on the path defined by “$ASV”. In both cases, the service’s names will be the same on the client and server sides. 

In this example, path $ASV sends the request for service execution via tcp to machine FH12696NT4, port 12000.

There will be a logon to that machine with user id ‘ASVUser’ and password ‘gopher’.

The TCP SuperServer is assigned to that port and intercepts everything that comes in on it. TCP SuperServer uses the PSYS.INI file to determine how to process what it receives from port 12000. 

The SuperServer looks for a section of the file that corresponds to the user name in the request, in this case ‘ASVUser’. If it can’t match a user to a section, it uses the [default] section.

In this example, it finds the section labeled [ASVUser] and assigns a user directory of  “d:\usys7206\user\ASVUser”. 

Note: The user id is added to the specified user directory when defining the actual directory.  This is done even when using the [default] section. In that case, it does not look for: d:\usys7206\user\default; it looks for a user directory with the same name as the actual user id. Ex: d:\usys7206\user\AltUser.

Since the UST is ASV, it uses the first command line in the section to handle the request. In this case, it fires up the specified copy of ASV and uses the “d:\wasv\asv.asn” file for the ASV’s ASN.

There are syntax differences between the ASV (synchronous) and XYY (async) lines in the PSYS.INI. They are:

Synchronous requests seem to need “TCP:” at the end of the command line, asynchronous requests do not.

UST=XYY
- This restates that the UST is XYY. It seems to be required for async,  but adding it to a synchronous line causes failure.

Users and permissions:


I have successfully run the asynch app server with a user group that had only two permissions: “Log on as a Service” and “Log on as a Batch”.  On that machine, however, the “EVERYONE” group had:


“Access this computer from network”


“Bypass traverse checking”


“Log on locally”


I have always defined the users locally to the server. I have heard of people having trouble defining them to the domain. I suspect that is because the permissions from the domain do not transfer to the local machine. 

If UMD is started manually (from a batch file) the user that starts the UMD must also have the proper permissions. If that user is a member of the administrators’ group, that is not enough to start UMD.

UMD


The UMD serves the same purpose as the SuperServer: it listens at a specified port for service execution requests. The only difference is that UMD handles requests for asynchrounous execution and the SuperServer handles requests for synchronous execution.


Port assignment is made by adding a line to the SERVICES file (see above). By default, UMD listens at port 13013. That means you don’t have to specify the port in the UMD startup command, but you still have to make an entry in the SERVICES file.


The UMD can be installed as a background service or started manually. To start it manually, build and execute a bat file like this:

------------ Start of Server Side UMD Batch File ----------------------------

del d:\usys7206\user\bob\umdmybat.log

d:\usys7206\bin\umd.exe /lsn=13013 /asn=d:\usys7206\user\bob\umd.asn /ini=d:\usys7206\bin\psys.ini /out=d:\usys7206\user\bob\umdmybat.log tcp:

------------ End of Server Side UMD Batch File ------------------------------


Directions for installing UMD as a service can be found at: 

http://myuniface.com/frontline/ntk/howto/umd_nt4.htm

Client Side Coding examples:

    To start a synchronous service:

activate "File_Dumper".DumpText(Fld1,Fld2)

    To start an asynchronous service:

variables

  string v_instance

endvariables

v_instance = ""

new_instance/async "Async_Dumper",v_instance

activate "%%v_instance%%%".DumpDate()


Synchronizing URRs:

Before you can execute a service remotely, URR entries for the services involved need to match on both machines. A simple way to accomplish this is:

a) Build and compile all services on the server

b) Do a /URR

c) Export to client

d) Compile & /URR

e) Copy UDESC.URR  and .SVC for service to Server

Additional Notes:

1) If you modify the PSYS.INI for a synchronous process, you have to start and stop the SuperServer. If you try to restart the SuperServer and the client side application is still running, you’ll get: Could not start  the [service name] on [machine name]. error 1505:

2)  If you modify the PSYS.INI for an async process, you have to stop and start the UMD. Even though you don’t get an error, you have to stop and restart the client application too. It appears that you can do this after stoppping and re-starting the UMD.
